Hanuyue nonoiHUTENbHBIX (PUHAHCOBBIX PECYPCOB B KOHCOJIMAMPOBaHHOM Oropkete PO mo-
3BOJIUT CPOPMUPOBATH LIEIEBOM rocy1apcTBEHHBIN (OHA A MOAAEpkKaHUS psAla aKTyallbHbIX Ha-
NpaBJeHUH WHBECTUIIMOHHOW ESTETbHOCTH, CBA3aHHOM C pa3BUTHEM TEXHOJIOTHH, a Takke 1o (u-
HAaHCUPOBAHUIO HCCIECNOBAHUM, C LEJIbI0 BOBJICYEHUS B XO3SMCTBEHHYIO NEATEIbHOCTH HOBBIX
TEPPUTOPUI U HOBBIX BUJOB JESTEIBHOCTH.

Cnucok JuTepaTypsl

1. Hanorossiii konekc Poccuiickoit denepanuu (4acth niepBas) [IneKTpoHHBINA pecypc]: de-
nep. 3akoH oT 31 urosisg 1998 1. Ne 146-D3: (pen. ot 3 aek. 2012 r. Ne 231-D3): (c u3M. u 1101., BCTY-
natormmu B cuity ¢ 1 siaB. 2013 1.) // KoncynerantlLtoc: cnipaB. mpaBoBasi cucrema. — Bepcus [pod,
cereBast. — DNeKTpoH. aaH. — M., 2012. — Jloctyn u3 jokanbHoi cetn Hayy. 6-ku Tom. roc. yH-Ta.

2. Hanorossiii konekc Poccuiickoit denepanuu (yacth BTOpas) [DIEeKTpOHHBIA pecypc]:
denep. 3akoH ot 5 aBr. 2000 r. Ne 117-®3: (pea. ot 30 gex. 2012 r. Ne 294-D3): (c u3M. u A0M.,
BerymnaronuMu B cuity ¢ 1 saB. 2013 1.) // Koncyawsrantllintoc: ciipaB. mpaBoBas cuctema. — Bep-
cus [Ipod, cereBas. — DnekTpoH. nan. — M., 2012. — Jloctyn u3 nokanbHoi cetu Hayd. 6-ku Tom.
roc. yH-Ta.

3. O peructpauuv ¥ U3MEHEHHH JIOTOBOPA O CO3/IaHUHM KOHCOJUAMPOBAHHON IPYyMIbl HAMO-
romnarensukoB: nmucbMo @HC Poccun Noe AC-4-3/225692 // Hanoru: xxypHan. — 2012, — Ne 2. —
C. 43-48.

4. AsneeB B.B. Hanoroo6noxxenve npuObLIM KOHCOJIWAMPOBAHHOW TPYIIIBI HAJIOTOIIa-
tenpuivkoB / B.B. AeneeB // Bee mist 6yxrantepa. —2013. —Ne 1. — C. 4-11.

5. bannoBa K.A. OcobeHHOCTH HAIOTO00JIOKEHUSI KOHCOJIMJAMPOBAHHBIX HAJIOTOIIATEIh-
IIMKOB B pa3BUTHIX 3apyOexHbIX cTpaHax / K.A. bannosa // BectHuk Tomckoro rocynapcTBeHHOro
yHuBepcuTeTa. JkoHoMuka. —2012. — Ne 2. — C. 77-80.

6. Konapamosa H.A. [Ipeanoceiiku co3iaHusi KOHCOIMIUPOBAHHBIX TPYMI HAJIOTOIIATElb-
nmkoB / H.A. Konaparmosa // MexayHapoaabiid Oyxrantepckuit yuer. —2013. — Ne 2. — C. 28-34.

7. Tadunuesa JI.}O. Cucrema KOHCOJMAMPOBAHHOTO HAIOTOOOJONKEHHUS XOJIMHIOBBIX
KOMITaHWM: TUC. ... KaHa. 9koH. Hayk / JI.}O. Tadunuesa. — M., 2011. — 206 c.

WHOOPMALIMOHHBIE TEXHONOM MU KAK PEFYNATOP KOPMOPATUBHOM NPECTYMHOCTU

A.B. Epemuna
(2. Tomck, Tomckuii nonumexHu4eckull yHusepcumem)

NFORMATION TECHNOLOGIES AS REGULATOR OF CORPORATE CRIME

A.V. Eremina
(s. Tomsk, Tomsk Polytechnik University)

This article describes the information technology as a regulator of corporate crime. The author
examines the impact of the mass media on the most well-known international and Russian organiza-
tional crime.

Corporate crime is a real epidemic of modern business community. Organizations violate the
laws, paying huge fines, businessmen are criminally liable. Unfortunately, the number of corporate
crimes hasn’t reduced. Then, the question arises: is there a way of regulating corporate crimes? Cu-
riously enough, that one that helps in fight against unscrupulous corporations is modern information
technology. In this article, we examine how mass media (media) and Internet technologies affect
corporations’ crimes.

Considering corporate crimes, it is important to structure them into a definite system allowing
performing their analysis.
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There is no accurate classification of corporate crimes. However we can explore in options
that there are.

Allocate two types of environmental crimes:

1. Crimes of a general nature. Encroachment on nature as a whole.

2. Special environmental crimes which affect individual components nature.

An example would be oil spill in the Gulf of Mexico which occurred April 20, 2010.

After the explosion were damaged pipes, resulting in a depth of 1500 meters in the Gulf of
Mexico behind 153 days was spilled about 5 million barrels of oil and appeared oil spot, which
reached 75,000 square kilometers. [1]

On the Gulf Coast have been found dead animals, dead birds and turtles. For that period of
time the oil spill posed a threat to more than 400 species of animals. Information about this envi-
ronmental disaster spread around the world within minutes.

During the weeks the attention of people on the planet was drawn to Gulf of Mexico. The
company nothing left to do but to admit guilt for happened and to pay fines.

This example became serious warning to companies whose activities pose a threat to the eco-
system.

Violating antitrust laws appear quite often. To date, antitrust law, represents a system legal rules
and institutions, certain set of laws and government of acts which delivers competition, aimed at restrict-
ing and prohibiting monopolies which impede the creation of monopolistic structures and unions.

An example by violation of antitrust laws can serve a Swiss pharmaceutical company F. Hoft-
mann-La Roche Ltd., Which paid a fine of half a billion dollars for violating antitrust laws in the U.S.
market. Authorities decided that the management company “entered into a criminal conspiracy” and
artificially regulate appeal of its shares in the market and their prices. Contracts for the supply of medi-
cines were also disseminated with violation laws such practice continued for nine years. As a result of
the company to maintain own reputation, was compelled to pay a fine of $ 500 million [2].

Ecological crimes and crimes related to violation of antitrust laws there exist and are regulat-
ed by the media.

Fraud is one of the branches corporate crime.

Fraud should be called the theft of another's property or the acquisition of another's property
fraudulently or breach of trust.

Motivation and opportunity to commit of corporate fraud can define by how a person per-
ceives the pressure of external circumstances, financial problems, addictions, family circumstances.

Any presence of corporate fraud inflicts substantial harm which impact the company. Exam-
ple, the theft of know-how and prolonged frauds with financial statements of credit institutions may
lead to the bankruptcy of the company.

Financial criminality is the commission of acts that infringe on the financial and economic re-
lations regulated by rules of financial law.

In Russia, companies caused damage of 20 billion rubles of financial crimes over the past
three years. Law enforcement agencies report that only in 2013 were committed more than 42 thou-
sand crimes. To give an example, the Bank Pushkino was collecting money by any means. At bank
pursued a policy on attraction of new deposits from the public to the last moment. Bank on the
verge of bankruptcy and, despite this, he offered customers ridiculous percentages, best on the mar-
ket. Townspeople carry their money. Collected money disappeared in an unknown direction. Cen-
tral Bank revoked the license on September 30. Bank “Pushkino” was included in the second hun-
dred Russian banks by assets.

Financial crimes, nowadays due to the media become transparent. With transparency reflect
all transactions allegedly committed by, and it becomes possible easily calculate the violators. With
transparency of the system, many employees will know that their work is controlled and monitored
and this will be one of the steps to reduce violations and crime.

Violation in the production drugs can be as fake and counterfeit. Counterfeit drugs may be
represented as the production with the modified structure. In of counterfeit drugs and their produc-
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tion occurs further sale, which is carried out under a different trademark. For example, according to
the 2008 law enforcement authorities detained 72 organized groups that manufactured and sold the
adulterated drugs most different names and appointments. Were identified cases identify counterfeit
medicines in the following Russian companies: JSC “biosynthesis”, OAO “ICN Tomsk chemical-
pharmaceutical plant” and the worst thing that a list of these companies is great. [2]

All these crimes having become of a public knowledge get a big response. Currently in Russia
the influence of media on corporations is not so developed. To fight these crimes, we should active-
ly use media sources in order to make corporate crimes transparent.
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The paper presents theoretical and methodological dimensions of convergent technologies and risks
connected with them. These risks stipulate for the adequate socio-humanistic analysis of the practical appli-
cations of these technologies.
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BBenenue. O6pa3 coBpeMeHHOUN U OyayIIel ITMBUIN3AIMH B OOJBIION CTENEHU ONPEACIISIOT
KOHBEPIreHTHbIE TEXHOJIOTHH, MOJ KOTOPBIMH IMOAPA3YMEBACTCS CJIOXHBIA MEXIUCIUTUITMHAPHBIN
KOMILJIEKC CHHEPTUIHO YCHIIMBAIONIMX APYT JPYyra MHHOBAIIMOHHBIX TEXHOJOTMH W HAayK — HaHO-,
010-, THPOPMAIITMOHHO-KOMMYHUKAIIMOHHBIX, KOTHUTUBHBIX, 8 TAK)KE HAYK, COMPSKEHHBIX C HUMU,
usyvaromux conuanababie mporecckl (NBICS) [1]. Tlo dopmaibHBIM OCHOBaHHUSM M MEPBUYHOMY
TeHEe3UCy JIMIIb TOJOBUHA U3 MEPEUUCICHHOTO MOXKET ObITh OTHECEHA K COIMOTYMAHUTAPHBIM TeX-
HOJIOTHSIM, OJTHAKO, U HAHO- M OMO- TEXHOJOTHHU COJIEPKAT KOJIOCCATLHBINA TTOTEHIIMA COIIMOAHTPO-
MOJIOTUYECKUX U3MEHEHUH 00I11eCTBa U CTUMYJIUPYIOTCS, B TOM YHUCIIE, 3alIPOCaMU TeXHOCOIHAIIb-
HOHW cpebl U TpoeKTaMu ee pazButusi. OTcioa — akTyajabHas MOTPeOHOCTh B (hyHIAMEHTaIbHBIX
UCCJICIOBAHUSIX CYITHOCTH KOHBEPTCHIIMH, BEPOSTHBIX YIPO3 M MEPCIEKTUB UCIOJIb30BAHUS BBICO-
KUX TEXHOJOTHH KaK OTBET Ha METOAOJIOTMYECKHI BHI30B MOHUMAHHUsI )KU3HU COBPEMEHHON TEXHO-
aHTpornocdepsl B € CUCTEMHOU 1IETOCTHOCTH.

1. KonBepreHTHbIe TeXHOJOrMU. KOHBEPTeHTHBIE TEXHOJIIOTUHU — 3TO 00JIACTh UCCIIEIOBAHMS
€CTECTBEHHBIX HAyK, UX Pa3BUTHE B JIOJITOCPOYHON MEPCHEKTUBE MOXKET MPUBECTU K U3MEHEHUIO
KU3HEHHOTO MHpa YeJOBeKa, 4TO SIBISAETCS 00OBEKTOM HCCIIEeIOBaHMS COIMAIbHBIX HayK. [lepBbie
TaKhe U3MEHEHUS! XOPOIIO MPOCIEKUBAIOTCS HA MPUMepe BIMSHUS HA pa3BUTHE OOIIECTBa MpeHa-
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