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Annotation: The article deals with the implementation of TCP / IP stack at the B®RKd2.0. The
article contains some information about the structure of laboratomg 82K 2.0, the interface Ethernet, the
organization of TCP/IP stack. In summing up the authors presgractical example of the implementation of
TCP / IP stack.

The purpose of the work is the implementation of data transfer betveged SDK 2.0 and a personal
computer through the organization of TCP / IP stack.

The training laboratory board SDK 2.0 is designed to study the principlesrgaiization of
microprocessor systems, structure and functioning of basic contpo(reemory, input-output controllers,
memory subsystems, etc.), obtaining programming skills ofethbedded systems for various applications.
Laboratory board SDK 2.0 is a functionally complete device, which haghapkrformance processor core
ARM?7, a great variety of communication interfaces (RS232C, RS485, CANEfhernet, IEEE 802.15.4), a
collection of input-output devices and means of communication withpietor.

The one of the communication subsystem of SDK 2.0 including a dentEthernet LAN91C111 is the
interface Ethernet. Ethernetis a family of computer networking technsldgidocal area networks (LANS).
Ethernet was commercially introduced in 1980 and standardized in 198ERS8(R.3. Since its commercial
release, Ethernet has retained a good degree of compatibility. The Ethemmetférmat has influenced other
networking protocols. A wide range of remote communication feaarepossible when Ethernet connectivity
is added to the embedded designs. End users benefit through cdsharsavings since they can centrally
monitor, control and service their embedded systems over the Intesteetdrof physically being there.

Each piece of information transmitted on an Ethernet network is sent etléngicalled a packet. A
packet is simply a chunk of data enclosed in one or more wrapperelpabhdentify the chunk of data and

route it to the correct destination.
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Figure 1- Ethernet frame format

The 802.3 specification divides the preamble into two sections. ThedoBon is a 56 bit (7 byte) field
plus a 1 byte field called the starting frame delimiter (SFD). The preambiet itypically used in modern
Ethernet networks as it’s function is to provide signal startup time for 10Mbps Ethernet signals. Modern
100Mbps, 1000Mbps or 10Gbps Ethernet use constant signaling, awditts the need for the preamble.

Destination and Source Address: these two sections of the frame are likelpost commonly
understood in that they contain the MAC address for the source “transmitting system” and the destination “target
system”. The type / length field is used to identify what higher-level network protocol is being carried in the
frame (example: TCP/IP) The data / payload field is what we typicallyidemsnost important as it is the data
in which we are transmitting. The diagram specifies a range betweamnnaum of 46 bytes and maximum of
1500 bytes. The end of the frame contains a 32 bit field which is a Redicndancy Checksum (CRC). This is
a mechanism to check the integrity of a frame upon arrival at its aéstin The CRC is generated by applying
a polynomial to bits which make up the frame at transmission. sBhie polynomial is used at the receiving
station to verify the contents of the frame have not changed in traismis

TCP/IP (Transmission Control Protocol/Internet Protocol) is a protooolfaéhat is used world-wide as
the standard for network communications between user processes? T&&follection of protocols that
include TCP, IP, UDP, ICMP, ARP, RARP, and others. To send datadv@P/IP network requires four steps
or layers:

o Application. Encodes the data being sent;

o Transport. Splits the data into manageable chunks, adds port numiesaiido;

o Internet Adds IP addresses stating where the data is from and where it is going;

. Link. Adds MAC address information to specify which hardware devieartessage came from,
and which hardware device the message is going to.

The data exchange between the computer and SDK 2.0 is required the implemehtat@sockets, one
for the target host, the other for the sending host. In Ethernet deoekat is a combination of IP address and
port number, which uniquely defines a single network processré&ate the TCP - server the programming
language C++ was chosen, and TCP - client is implemented using uVisidhKe

Figure 2 represents a general view of connection SDK2.0 and a PC to imaBarethe data exchange

between them.
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Figure 2— General view of connection PC and SDK 2.0

As a result of this work the research of interface Ethernet was catiedhe organization of TCP/IP
stack was provided by connection SDK 2.0 to PC. The data transmissioeebe8DK 2.0 and computer
performed similarly conversation between two persons. If twsoperstart talking at the same time , they soon
discover it (collision detection). In this case, they fall silent and wait fmesime, and then one of them starts
talking again. Another person waiting for the first person finish talkimg) then he can start talking. Everyone
has their own name (analog unique Ethernet-address). Every momensevheone starts talking, he called the
name of the person with whom there was talk, and his name, &allbwthe transmission of the message.

In the completion of this work implementation of the Web server is ¢agelt is contribute to decision
of one problem faced by embedded systems that run remotahljatiended is that of monitoring the system's
status.
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